
INFORMATION SECURITY MANAGEMENT POLICY 

 

Our company provides activities related to sales, installation, maintenance, and 

support with ITserv; cloud technologies, backup and disaster recovery center 

services, and information technology security solutions. In this context; As a 

corporation aware of the need to systematically manage and protect information 

assets and all information related to activities; 

• Identifying risk acceptance criteria and risks, developing and implementing controls, 

• Continuously monitoring risks by reviewing technological expectations within the 

scope of services provided, 

• Protecting the confidentiality, integrity, and availability aspects of information assets, 

• Ensuring the confidentiality of all information assets and stakeholders that are 

obligated to protect, 

• Ensuring the confidentiality, integrity, and availability of information assets, 

• Protecting information assets in the physical and electronic environment that affect 

their operation, 

• Reducing information security risks through risk assessment and risk monitoring 

activities related to information assets, 

• Increasing the awareness and consciousness levels of employees regarding 

information security, 

• Ensuring the continuation of all main and supporting business activities with minimal 

interruption, 

• Reducing the impact of information security threats on service continuity and 

contributing to continuity, 

• Aiming to enhance corporate reputation and protect against adverse effects based 

on information security. 

In this regard; 

• Making compliance with the Information Security Management System conditions a 

way of working for our employees, 

• Ensuring that all employees receive training compatible with certain third parties' 

Information Security Management System, 

• Fulfilling applicable conditions related to information security and the opportunities 

and requirements brought by these conditions, and ensuring regular improvement of 

these conditions, 



• Ensuring compliance of our company, its employees, and managers with this 

system are among our main objectives. 

Our Information Security Policy will be reviewed and updated annually or in the event 

of significant changes related to our company to ensure its suitability, accuracy, and 

effectiveness, with the participation of management and unit responsible personnel. 


